
raniaali.me  is not responsible for the contents or reliability of any linked 
websites and does not necessarily endorse the views expressed within 
them.  The listing of a link shall not be taken as endorsement of any kind.  
We cannot guarantee that these links will work all of the time and we have 
no control over the availability of linked pages. Links are included at the 
discretion of the editor and are intended as a service to readers.
This Privacy and Data Protection Policy clarifies the nature, scope and 
purpose of the processing of personal data (hereinafter referred to as 
“data”) within our online website and content (collectively referred to as 
“online offer”). With regard to the terminology used, e.g. “Processing” or 
“Responsible”, we refer to the definitions in Article 4 of the General Data 
Protection Regulation (GDPR).

Responsible
Rania Ali
rania.mustafa.ali@gmail.com

Types of processed data
– inventory data (e.g., name, message).
– contact information (e.g., e-mail).

Categories of affected persons
Visitors and users of the online service (hereinafter we refer to the 
affected persons as “users”).
Purpose of processing
– Provision of the online service, its functions and contents.
– Answering contact requests and communicating with users.
– Safety measures.

Terms used
“Personal data” means any information relating to an identified or 
identifiable natural person (hereinafter the “data subject”); a natural 
person is considered as identifiable, which can be identified directly or 
indirectly, in particular by means of assignment to an identifier such as a 
name, to an identification number, to location data, to an online identifier 
(eg cookie) or to one or more special features, that express the physical, 
physiological, genetic, mental, economic, cultural or social identity of this 
natural person.

“Processing” means any process performed with or without the aid of 
automated procedures or any such process associated with personal data. 



The term goes far and includes virtually every handling of data.
“Responsible person” means the natural or legal person, public authority, 
body or body that decides, alone or in concert with others, on the 
purposes and means of processing personal data.
Relevant legal bases

In accordance with Art. 13 GDPR, we inform you about the legal basis of 
our data processing. Unless the legal basis in the data protection 
declaration is mentioned, the following applies: The legal basis for 
obtaining consent is Article 6 (1) lit. a and Art. 7 DSGVO, the legal basis 
for the processing for the performance of our services and the execution 
of contractual measures as well as the response to inquiries is Art. 6 (1) lit. 
b DSGVO, the legal basis for processing in order to fulfill our legal 
obligations is Art. 6 (1) lit. c DSGVO, and the legal basis for processing in 
order to safeguard our legitimate interests is Article 6 (1) lit. f DSGVO. In 
the event that vital interests of the data subject or another natural person 
require the processing of personal data, Art. 6 para. 1 lit. d DSGVO as 
legal basis.

Rights of data subjects
In accordance with Art. 15 GDPR you have the right to ask for a 
confirmation as to whether the relevant data is being processed as well as 
the right to information on this data and to further information and a copy 
of the data.

In accordance with Art. 16 GDPR you have the right to demand the 
completion of data concerning you or the correction of incorrect data 
concerning you.

In accordance with Art. 17 GDPR, you have the right to demand that the 
relevant data be deleted without delay, or, alternatively, to require a 
restriction of the processing of data in accordance with Art. 18 GDPR.
You have the right to demand that the data which you have provided to us 
and which is relating to you, be made available to you in accordance with 
Art. 20 GDPR and also request their transmission to other persons 
responsible.

In accordance with Art. 77 GDPR you have the right to file a complaint with 
the competent supervising authority.

Cookies
Like many other websites, we also use so-called “cookies”. Cookies cannot 
be used to launch programs or to transfer viruses to a computer. Based on 
the information contained in cookies, we can facilitate navigation and 



enable the correct display of our website.
In no case will the data collected by us be passed on to third parties or a 
link with personal data will be established without your consent.
Of course, you can also view our website without cookies. Internet 
browsers are regularly set to accept cookies. You can deactivate the use 
of cookies at any time via the settings of your browser. Please use the 
help features of your internet browser to find out how to change these 
settings. Please note that some features of our website may not work if 
you have disabled the use of cookies.
SSL encryption

To protect the security of your data during transmission, we use state-of-
the-art encryption techniques (such as SSL) over HTTPS.
Contact form

If you contact us by e-mail or contact form, the information you provide 
will be stored for the purpose of processing the request and for possible 
follow-up questions.

Embedded YouTube videos
We embed Youtube videos. The corresponding plug-ins are operated by 
YouTube, LLC, 901 Cherry Ave., San Bruno, CA 94066, USA. When you 
visit a page with the YouTube plug-in, it will connect to Youtube’s servers. 
Youtube will be informed which pages you visit. If you are logged into your 
Youtube account, Youtube can assign your surfing behavior to you 
personally. This can be prevented by logging out of your Youtube account 
beforehand.

If a Youtube video is started, the provider uses cookies that collect 
information about user behavior. Anyone who has disabled the storage of 
cookies for the Google Ad program will not have to expect such cookies 
when watching YouTube videos. Youtube also stores non-personal usage 
information in other cookies. If you want to prevent this, you must block 
the storage of cookies in the browser. For more information on data 
protection at “Youtube”, see the privacy policy of the provider at: https://
www.google.de/intl/en/policies/privacy/
Deletion or blocking of data

We adhere to the principles of data avoidance and data economy. 
Therefore, we only store your personal data for as long as is necessary to 
achieve the purposes mentioned here or as provided for by the various 
storage periods provided for by law. After discontinuation of the 
respective purpose or expiration of these deadlines, the corresponding 
data will be routinely and in accordance with the statutory provisions 



blocked or deleted.

Your rights to information, correction, suspension, cancellation and 
opposition

You have the right to receive information about your personal data stored 
by us at any time. Likewise, you have the right to correction, blocking or, 
apart from the prescribed data storage for business transactions, deletion 
of your personal data. The contact details can be found at the top.

For a data lock to be taken into account at all times, these data must be 
stored in a lock file for control purposes. You can also request the deletion 
of the data, as long as there is no legal archiving obligation. As far as such 
an obligation exists, we lock your data on request. You can make changes 
or revoke your consent by notifying us with effect for the future.

Change of our privacy policy

We reserve the right to change this Privacy Policy from time to time to 
ensure that it complies with current legal requirements or to implement 
changes to our services in the Privacy Policy, such as: For example, when 
introducing new services. Your new visit will be subject to the new privacy 
policy.


